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1. Introduction
1.1. Aim
In the past decade the use of biometrics and e-pass-
ports at airport border security screening has become 
widespread throughout the airport industry. The use of 
this technology is relatively new to airports around the 
world and is still in its infancy and any changes in the 
aviation industry can affect many of its activities and 
outcomes (Graham 2008). The implementation of the 
technology is considered essential given the increase 
in passenger demand, and the constraints associated 
with traditional processes (Költzsch 2006). The aim of 
this research was to investigate how the use of biomet-
rics and e-passports at inbound airport border secur-
ity screening affects passenger satisfaction and percep-
tions, using the SmartGate at Melbourne Airport as a 
case study. The research answers the following research 
question: what are the current passenger perceptions of 
SmartGate at Melbourne Airport in terms of SmartG-
ate’s usage, reliability, clearance times, ease of use, and 
overall satisfaction?

1.2. Background
Before the 21st century, airport security procedures 
traditionally placed a greater focus on passenger bag-
gage rather than the individuals themselves. Iden-
tity fraud and extreme acts of terrorism such as the 
September 11 attacks have forced airports to focus on 
the individuals. In answer to this the airport industry 
and National Border Agencies have further developed 
this technology. This includes the use of biometric sys-
tems and e-passports both at inbound and outbound 
security checkpoints (Gkritza et  al. 2006; Graham 
2008: 132). Biometrics covers technologies in which 
unique identifiable attributes of a person are used for 
identification and authentication. These can include 
biological features such as fingerprints, iris prints, and 
facial features, all of which are used to verify/validate 
a person’s identity when the individual is seeking to 
access computers, airports, databases, etc., (Biometrics 
Institute 2013). The International Civil Aviation Or-
ganization’s (International… 2008b) Document 9303 

describes a biometric system as an automated system 
capable of five functions:

1. Capturing a biometric sample from the holder 
of a machine readable travel document (MRTD) 
(i.e. an e-passport).

2. Extracting biometric data from the sample.
3. Comparing the specific biometric data with that 

contained in one of more references.
4. Deciding how well the two sources of data match.
5. Indicating whether identification or verification 

of identity has been achieved or not.
The use of biometrics and associated systems has 

been rolled out by ICAO member states according to 
guidelines set by ICAO and Annex 9 of the Chicago 
Convention on International Civil Aviation (i.e. facilit-
ation). Chapter 3 of Annex 9 has set a deadline date on 
24 November, 2015 for the expiration of all non-ma-
chine readable documents in an effort to implement 
a globally interoperable biometric system. The emer-
gence of e-passports is a result of this goal. ICAO re-
gards facial recognition as the most efficient type of 
biological feature to process and recommends that 
this be the norm across the industry. Member states 
have the option of using other features such as finger-
prints in addition to facial features (International… 
2005; International… 2008a: II-3; Siciliano 2007). 
Document 9303 further defines an e-passport as (In-
ternational… 2008a):

A machine readable passport (MRP) containing 
a contactless integrated circuit chip within which data 
from the MRP data page is stored, a biometric measure 
of the passport holder, and a security object to protect 
the data with PKI cryptographic technology, which con-
forms to the specifications of Doc 9303, Part 1.

The public key infrastructure (PKI) certificate acts 
as a key to personal data held in e-passports and a pub-
lic key directory (PKD) which enables interoperability 
across airports. 

Industry professionals and authorities have sugges-
ted that the use of these MRPs and associated systems 
brings advantages including greater levels of security, in-
creased throughput and capacity, abilities to cope with 
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increasing traffic and reduction in waiting times (Crego, 
Bataller 2012; Department… 2013). As such, Australia 
designed its e-passport according to ICAO specifications, 
and it has been available to the general public since 2005 
(Department… 2013). To cope with increasing travel de-
mands, airport congestion and an anticipated increased 
use of e-passports and other MRTDs, the Australia Gov-
ernment’s Custom and Border Security Protection Ser-
vice trialled automated biometrics systems from 2002 to 
2005. It named its biometrics system SmartGate and the 
latest version was introduced in 2007 to major airports 
around Australia and New Zealand (Australian… 2012).

2. Literature review

2.1. Benefits and issues of using biometric systems 
and e-passports
Experts and authorities such as M. Crego and C. Bat-
taller (2012), K. Boussadia (2009), the Department of 
Foreign Affairs and Trade (n.d.) and the Australian 
Customs and Border Protection Service (Australian… 
2012) have claimed that the use of biometric systems 
in conjunction with e-passports achieves specific 
advantages. These include the provision of greater 
protection against fraudulent passport misuse and 
tampering, reducing the risk of identity fraud (which 
costs countries billions of dollars each year), enhan-
cing protection of borders through rapid, efficient 
and secure verification of incoming passengers and 
the ability to increase focus on high risk passengers. 
Further advantages are the reduction of facility costs 
and the need to hire additional government person-
nel, increased airport throughput and capacity, reduc-
tions in waiting times, enabling immigration officers 
to handle greater volumes of passengers and the op-
tion of self-service facilities.

M. Siciliano (2007) further observes that airports 
experiencing more rapid, secure and efficient processing 
of passengers are able to use space better and reduce the 
need to build or improve ever more expensive facilities. 
This is due to the direct correlation between the ability 
to move large crowds through port facilities and the size 
of the facility needed to handle crowds. In addition, this 
advantage will be a prime consideration when dealing 
with the anticipated sustained growth of air traffic in the 
future. 

The use of e-passports allows customs, immigra-
tion and other authorities at the place of destination to 
use Advanced Passenger Information Systems (API) to 
electronically receive a list of passengers from air op-
erators. This allows officials to process the information 
received well in advance of the arrival of a flight en-
abling further actions to be taken if necessary (Siciliano 
2007).

In contrast, there are over 104 countries currently 
distributing e-passports. Some of these countries are 
producing e-passports that are not compliant with ICAO 
specifications. These differing passports and the use of 
different biometric system configurations such as mul-
timodal systems (i.e. the use of more than one biomet-
ric identifier, e.g. face and iris recognition) or systems 
produced by different manufacturers create issues with 
interoperability across airports. The incompatibility of 
passports and different biometric systems are not in line 
with ICAO’s goal of harmonization across the industry 
(International… 2012; Siciliano 2012). 

In addition, reports at Manchester, Bristol, Cardiff 
and Heathrow airports have highlighted several weak-
nesses found from observations of their biometric sys-
tems/gates and passenger surveys. These included the in-
ability of families to use the system (minimum age of 18 
to obtain an e-passport), effective use of gates relies on 
staff assistance (sometimes not possible due to resource 
restrictions), gates going out of order/offline for several 
minutes, gate malfunctions (locking passengers within 
gates) and high rejection rates for passengers from spe-
cific countries (possibly using different types of e-pass-
ports). Other situations included a passenger going 
through with her husband’s passport, high system sensit-
ivity creating high rejection rates, low system sensitivity 
creating incorrect matches and, finally, manual proced-
ures processing more than double or triple the amount 
of passengers than 2 or 3 operational gates (Vine 2010, 
2011, 2012).

Furthermore, gates that go out of order and need 
maintenance require a contractor that is able to fix the 
gates within an appropriate time-frame. Without this 
ability the biometric system efficiency is sacrificed (Vine 
2010).

S. K. Modi (2011) outlines other weaknesses such 
as the inability of systems to match people to database 
information when different real-time poses and expres-
sions are scanned. Physiological factors are another 
problem. This includes occlusion due to artefacts such 
as sunglasses and hats. Short-term aging does not have 
a significant effect on face recognition but long-term 
aging has yet to be studied and could be an issue for 
those holding e-passports nearing their 10 year expiry 
date. Insufficient lighting is also a barrier to systems 
due to reflectance properties of the skin. This and ob-
jects in the background of real-time images may affect 
performance. S. K. Modi further indicates that distance 
and motion are a weakness if passengers are too far 
away from the camera or do not stand still (Modi 2011).

2.2. Operational performance and customer 
satisfaction criteria
Airports Council International has recommen-
ded a number of measurable performance criteria 



196 D. K. Kneale et al. The use of e-passports for inbound airport border security screening: the passenger perspective

concerning biometric systems, e-passports and air-
port operations (Airports… 2005). These include 
interoperability, speed, security, reliability, scalabil-
ity and ICAO and ISO (International Organization 
for Standardization) Certification analysed changes 
in satisfaction concerning airport security screening 
shortly after the September 11 attacks (Gkritza et al. 
2006). Their results indicated that customer satisfac-
tion is influenced by waiting time, but it is not the 
most important criteria. A. Graham (2005) offers a 
broad criterion list of overall performance and sat-
isfaction at airports. This in relation to biometric 
systems includes aircraft delays, waiting times and 
queue lengths. The Australian Competition and Con-
sumer Commission (ACCC) further includes space/
area available, number of immigration desks, sig-
nage/way-finding and walking distances as criteria 
(Australian… 2007, 2013). D. Fodness and B. Mur-
ray (2007) focus on staff availability and competence, 
public announcement systems, lighting and adequate 
space to prevent crowding. A. Correira et  al. (2008) 
indicate that the ACI criteria also include waiting 
times, processing times, walking time, walking dis-
tance, level changes, orientation/information and 
space availability for passengers. They further sug-
gest that staff ’s overall attitude, appearance; ease of 
locating, competence/responsiveness, friendliness and 
availability/reliability is of importance. S. Gold (2012) 
indicates that airports should also take into account 
the amount of physical space a system requires. Fi-
nally, N. Ashford et al. (2011) define processing rates 
as the number of entities (e.g. passengers) processed 
by a single resource in a given unit of time (e.g. 
minutes and seconds). They regard 0 to 7 minutes as 
short to acceptable clearance time for passport control 
(arrival) and 7 to 15 minutes as acceptable to long.

T. L. Mitzner et al. (2010) indicate that other studies 
have found the stereotype of older adults being unable, 
unwilling, and afraid to use technology to be generally 
true in some cases. However, T. L. Mitzner et al. (2010) 
found that older adults actually have a more complex 
knowledge, perception and use of technology than some 
may give them credit for. Once they have adopted and 
familiarized themselves with a type of technology they 
have a stronger perception of its benefits and usefulness. 
L. T. Mitzner et al. (2010) suggest that greater emphasis 
should be put into the education of older adults concern-
ing the use and benefits of new technology.

2.3. SmartGate trials in Australia
As mentioned previously, Australia’s own biometric sys-
tem named SmartGate was trialled between 2003 and 
2005. In 2004, the Australian Customs Service (2004b) 

claimed that SmartGate takes 17 seconds to process a 
passenger while manual procedures took 48 seconds on 
average. ACNielsen (2005) conducted a survey in which 
the participants included Qantas crew and passengers. 
In general, enrolment to use SmartGate increased with 
participant age which indicated that older passengers 
were more willing to use SmartGate. Over a period of 
several months it was reported that 85% of Qantas crew 
always used SmartGate while 75% of passengers always 
used it. Reliability was a concern for those that did not 
always use SmartGate because it was either not work-
ing or they had previous difficulties with the system. 
90% of crew who used SmartGate some of the time 
rated it as easy to use while 5% rated it as neither easy 
nor difficult and 5% rated it as difficult. 89% of passen-
gers who used SmartGate some of the time rated it as 
easy to use while 8% rated it as neither easy nor diffi-
cult and 4% rated it as difficult. 98% of crew preferred 
SmartGate over manual procedures and 88% preferred 
SmartGate over other systems in other countries. 99% 
of passengers preferred SmartGate over manual pro-
cedures while 93% of them preferred SmartGate over 
systems in other countries. 5% of crew and 3% of pas-
sengers were concerned for their privacy in regard to 
using SmartGate. ACNielsen concluded that the results 
and findings from their survey provided feedback that 
was positive and indicated that SmartGate was an ef-
fective system for both user groups.

The Defence Science and Technology Organisation 
(DSTO) completed a technical assessment of Smart-
Gate. Their results showed that the percentage of users 
incorrectly rejected as being themselves by the system 
(i.e. A being falsely rejected as being A) was 2% and the 
percentage of falsely identified users (i.e. B being falsely 
accepted as A) was less than 1% for each presentation of 
the passport (Australian… 2004a).

After the trial, ACTSAFE Australia recommended 
a rearrangement of queuing barriers and clearer user in-
structions (Australian… 2004a).

These surveys and trials, however, do not apply to 
the current SmartGate system as it has been upgraded 
since that time and uses different configurations (Aus-
tralian… 2012).

3. Methodology

An empirical and exploratory single-site case study (Yin 
2009) was performed utilising inbound international 
passengers that had arrived through Melbourne’s Tulla-
marine Airport. Data was collected by surveying passen-
gers about their use of SmartGate. The survey data was 
then analysed to quantify the passengers’ perception of 
SmartGate.
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3.1. Survey design
SmartGate is only applicable to inbound international 
flights therefore the first question of the survey asked 
if the respondent had recently returned through Tulla-
marine Airport, as an international passenger through 
customs. Since only international passengers who are 
Australian or New Zealand citizens can currently utilise 
SmartGate, the next question asked the respondents for 
their nationality. Next, the respondents were inquired 
about their age, specifically if they were over the age of 
16, as this is the minimum age to use an e-passport and 
the SmartGate system. Another piece of demographic 
information collected was gender.

The survey was structured around the major criteria 
found in the literature review’s operational performance 
and passenger satisfaction criteria. SmartGate’s trial sur-
veys were also taken into account when setting questions 
as these were specifically applicable to the objectives of 
this research. Questions were based on SmartGate’s us-
age (used or did not use), reliability (whether SmartGate 
worked or did not work), ease of use (easy, neither easy 
nor difficult, or difficult), clearance time, and SmartG-
ate’s overall satisfaction rating.

3.2. Hypotheses
The following null hypotheses were formed with the in-
fluence from the literature and SmartGate trial surveys:

1. Passengers aged 45+ are just as likely to use 
SmartGate as passengers aged 16 to 44.

2. Passengers aged 45+ are as successful when using 
SmartGate as passengers aged 16 to 44.

3. Passengers aged 45+ find SmartGate equally easy 
to use as passengers aged 16 to 44.

4. Passengers aged 45+ take the same length of time 
to clear passport control as passengers aged 16 
to 44.

5. Passengers aged 45+ are as satisfied when using 
SmartGate as passengers aged 16 to 44.

3.3. Data analysis
The data was analysed using Microsoft Excel. Specific-
ally, a t-test with two samples assuming unequal vari-
ances was utilised. The standard significance level (a) 
of 0.05 (that is, 95% confidence) was used to determine 
whether the results were statistically significant.

4. results and analysis

Table 1 presents the overall survey results. The total 
number of respondents that were inbound international 
passengers arriving through customs at Melbourne’s 
Tullamarine Airport, who were also either Australian or 
New Zealand e-passport holders, and over the age of 16, 
was 130.

Table 1. Statistical summary of responses

 
Respondents Percentage (%)

Gender
Male 70 53.8
Female 60 46.2
Age
16–24 15 11.5
25 – 34 42 32.3
35 – 44 30 23.1
45 – 54 19 14.6
55 – 64 15 11.5
65 – 74 8 6.2
75 and over 1 0.8
Reliability
Worked 66 50.8
Eventually worked 16 12.3
Didn’t work 12 9.2
Didn’t use it 36 27.7
Ease of use
Easy 50 38.5
Neither easy nor difficult 37 28.5
Difficult 7 5.4
Not applicable 36 27.7
Clearance time
Less than 5 mins 24 18.5
5 – 10 mins 54 41.5
10 – 15 mins 29 22.3
15 – 20 mins 11 8.5
20 – 25 mins 6 4.6
More than 25 mins 6 4.6
Overall Rating
Very unsatisfied 4 3.1
Unsatisfied 8 6.2
Neutral 7 5.4
Satisfied 39 30
Very Satisfied 36 27.7
Not applicable 36 27.7

4.1. Usage
First the likelihood of usage of (to use or not use) Smart-
Gate by specific demographic groups was investigated. 
Based on the sample considered here, males and females 
were equally likely to utilise SmartGate.

To test, the “did not use SmartGate” option of the 
1st hypothesis , was assigned a value of “1”, and the 
“used SmartGate” option was assigned a value of “2”. 
Figure 1 shows that 81.6% of passengers aged 16 to 44 
used SmartGate. In contrast, only 53.5% of passengers 
aged 45+ used SmartGate.

Table 2 shows the results of the t-test for the usage 
rates. Table 2 indicates that the two-tailed test has a con-
fidence level of 99.8%. This value is greater than the 95% 
confidence level to be considered statistically significant, 
and as such we can reject the null hypothesis. Table 2 
also shows that the mean for the passengers aged 45+ is 
greater than the mean for passengers aged 16 to 44. This 
clearly indicates that passengers aged 45+ were less likely 
to use SmartGate relative to passengers aged 16 to 44.
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Fig. 1. Usage by age

Table 2. Usage by age 

  Age ≤ 44 Age ≥ 45

Mean 1.816091954 1.534883721
Variance 0.151831061 0.254706534
Observations 87 43
Hypothesized Mean 
Difference 0

df 68
t Stat 3.211221072
P(T <= t) two-tail 0.002019664
t Critical two-tail 1.995468931

4.2. Usability
Following the usage rate of SmartGate amongst the 
demographics, the usability of SmartGate was investig-
ated. The usability was measured in terms of SmartG-
ates rate of clearance for those who utilised it. That is, 
whether or not the passengers’ e-passport and biomet-
rics were accepted or rejected. As with the usage rate, 
there was no statistical difference in terms of gender for 
the usability of SmartGate.

For hypothesis 2, the “worked” option was assigned 
a value of “1”, and the “didn’t work” option was assigned 
a value of “2”. Figure 2 shows that SmartGate successfully 
cleared 87.3% of passengers aged 16 to 44, and cleared 
87% of passengers aged 45+.

Fig. 2. Usability by age

Table 3 shows the results of the t-test for the usab-
ility. Table 3 indicates that the two-tailed test has a con-
fidence level of 3.5%. This value is less than the 95% con-
fidence level considered statistically significant, and as 
such we must accept the null hypothesis. That is, whether 
SmartGate “worked” or “didn’t work” was independent 
of the users’ age. From this we can conclude that Smart-
Gate was able to process all passengers’ data equally.

Table 3. Usability by age

  Age ≤ 44 Age ≥ 45

Mean 1.126760563 1.130434783
Variance 0.112273642 0.118577075
Observations 71 23
Hypothesized Mean 
Difference 0

df 36
t Stat –0.044764818
P(T <= t) two-tail 0.964542159
t Critical two-tail 2.028094001

4.3. Ease of use
The next question investigated SmartGates ease of use 
amongst the demographics for those passengers that 
used the system. Ease of use was measured on a three 
point scale, of “easy to use”, “neither easy nor difficult”, 
or “difficult”. As with the previous questions, there was 
no difference in the perceived ease of use between the 
genders.

In investigating this hypothesis (3), relative to the 
passengers operation of SmartGate, the “easy to use”, 
option was assigned a value of “1”, the option “neither 
easy nor difficult” was assigned a value of “2”, and the 
“difficult” option was assigned a value of “3”. Figure 3 
shows that 53.5% of passengers aged 16 to 44 (who used 
SmartGate) thought that it was “easy to use”, while 8.5% 
thought it was “difficult” to use. For passengers aged 
45+ (who used SmartGate), 52.2% of them thought it 
was “easy to use”, while 4.3% thought it was “difficult” 
to use.

Fig. 3. Ease of use by age
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Table 4 shows the results of the t-test for the ease 
of use. Table 4 indicates that the two-tailed test has a 
confidence level of 15%. This value is less than the 95% 
confidence level considered statistically significant, and 
as such we must accept the null hypothesis. That is, how 
easy passengers perceived SmartGate to use was inde-
pendent of the users’ age.

Table 4. Ease of use by age

  Age ≤ 44 Age ≥ 45

Mean 1.549295775 1.52173913
Variance 0.422535211 0.351778656
Observations 71 23
Hypothesized Mean 
Difference 0
df 41
t Stat 0.189055151
P(T <= t) two-tail 0.850982364
t Critical two-tail 2.01954097

4.4. Clearance times
The time to clear customs was compared between the 
two age groups for all passengers (those that used Smart-
Gate and those that did not) for the demographics. Once 
again, there was no statistical difference between the 
clearance times of male and female passengers.

Hypothesis 4 utilised a six point scale, based on 
5 minute increments. That is, 0 to 5 minutes, 5 to 10 
minutes, 10 to 15 minutes, 15 to 20 minutes, 20 to 25 
minutes, and 25+ minutes. These were assigned values 
from “1” to “6” respectively. Figure 4 shows the distribu-
tion of times for passengers for both age groups.

Fig. 4. Clearance times by age

Table 5 shows the results of the t-test for the customs 
clearance times. Table 5 indicates that the two-tailed test 
has a confidence level of 96.7%. This value is greater than 
the 95% confidence level to be considered statistically 
significant, and as such we can reject the null hypothesis. 

Table 5 also shows that the mean for the passengers aged 
45+ (μ2 = 2.91) is greater than the mean for passengers 
aged 16 to 44 (μ1 = 2.15). This clearly indicates that pas-
sengers aged 45+ took longer to clear customs relative to 
passengers aged 16 to 44.

Table 5. Clearance times by age

  Age ≤ 44 Age ≥ 45

Mean 2.154929577 2.913043478
Variance 1.189939638 2.264822134
Observations 71 23
Hypothesized Mean 
Difference 0
df 30
t Stat –2.233321389
P(T <= t) two-tail 0.033136118
t Critical two-tail 2.042272456

4.5. Overall rating
The final question concerned the overall rating given 
by passengers that used SmartGate amongst the demo-
graphics. As with all the other questions, gender showed 
no significant statistical difference for the overall satis-
faction rating given when using SmartGate.

For hypothesis 5, a typical five point scale was used 
to measure satisfaction. The options were “strongly dis-
satisfied”, “dissatisfied”, “neutral”, “satisfied”, and “strongly 
satisfied”. These options were then assigned values from 
“1” to “5” respectively. Figure 5 shows the distribution of 
overall ratings for passengers for both age groups.

Table 6 shows the results of the t-test for the overall 
satisfaction. Table 6 indicates that the two-tailed test has 
a confidence level of 3.6%. This value is less than the 95% 
confidence level considered statistically significant, and 
as such we must accept the null hypothesis. That is, the 
overall satisfaction of passengers that used SmartGate 
was independent of the users’ age. 

Fig. 5. Rating by age
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Table 6. Rating by age

  Age ≤ 44 Age ≥ 45

Mean 4.014084507 4
Variance 1.014084507 1.818181818
Observations 71 23
Hypothesized Mean 
Difference 0
df 30
t Stat 0.046102141
P(T <= t) two-tail 0.963534366
t Critical two-tail 2.042272456

5. discussion

T.  L.  Mitzner et  al. (2010) stated that there are many 
stereotypes in relation to older people. These stereotypes 
perceive older adults as unable, unwilling and afraid to 
use technology. The results of this study found that pas-
sengers aged 16 to 44 and passengers aged 45+ were 
similar in their satisfaction as well as similar in percep-
tions of SmartGate’s ease of use. They both had high 
satisfaction and thought SmartGate was either easy to 
use or neither easy nor difficult. This could be a result of 
passengers having used SmartGate more than once and 
that they were already familiar with it. If so, this would 
be consistent with studies by T. L. Mitzner et al. (2010) 
stating that older people who have already adopted cer-
tain technology generally have a positive perception to-
wards it and a greater ability to use this technology. Our 
results and analysis indicated that, in comparison to pas-
sengers aged 16 to 44, there was a significant difference 
in the usage rate of SmartGate for passengers aged 45+ 
(i.e. they were less likely to use the technology) and as 
a result they took longer to clear immigration through 
SmartGate. The causes of these phenomena could in-
clude unfamiliarity with SmartGate, greater familiarity 
with manual procedures, unawareness of its existence 
or whether they were eligible to use it and simply an 
unwillingness to change. The ACCC (2007) note that 
airports and airlines could make a greater effort to edu-
cate and inform passengers of how to use SmartGate 
through mediums such as better signage, instructional 
pamphlets, announcements and videos throughout the 
airport or on aircraft. Implications for these actions 
could create greater awareness for the system, incentive 
to use it, higher usage, greater throughput, less conges-
tion, a more secure environment, greater trust towards 
the system, higher satisfaction levels and reduced wait-
ing times.

The success rate between age groups was very sim-
ilar and almost equal. Over 80% of passengers were 
successfully cleared through customs. This means that 
SmartGate was just as able to match live data from 
younger passengers to information within its own data-
base as it could with older passengers. However, long-

term aging effects could be affecting performance and 
hence the lower success rate compared to the SmartGate 
trials (ACNielsen 2005). E-passports are relatively new 
and many have not come close to their 10 year expiry 
deadline. As S. K. Modi (2011) suggests, other reasons 
for failure such as lighting, distance and movement in 
real-time could be contributing factors in the results. 
A further study can be performed on SmartGate’s suc-
cess rate to investigate the effects of ageing facial features 
within a 10 year period. Once again, education and in-
formation concerning the operation of SmartGate could 
increase its success rate.

As M. Siciliano (2007) suggests, biometric sys-
tems and the e-passport can result in faster immigration 
clearance times. Our results agree with this statement as 
those who used SmartGate had much shorter clearance 
times than those who did not use it. Although our res-
ults are based on 5 minutes increments, most of those 
who used SmartGate reported that they cleared immig-
ration within or around N. Ashford et al. (2011) short to 
acceptable timeframe (i.e. 0–7 mins). However, airports 
and airlines need to increase SmartGate’s usage rate in 
order to achieve the benefits that are intended when im-
plementing e-passports and biometric systems. At the 
time of this paper, only Australian, New Zealand, U.S.A. 
and U.K. residents are able to use SmartGate. The pre-
parations for introducing eligibility to other nationalit-
ies should enable airports to achieve these benefits on 
a greater scale and promote interoperability across the 
industry (International… 2012; Siciliano 2012).

6. conclusions

The case study of passenger surveys on Melbourne Air-
port’s SmartGate system found significant results that 
can aid airports, airlines, authorities and system design-
ers to understand SmartGate’s weaknesses from the pas-
sengers’ point-of-view, and further study what improve-
ments can be made. Results found from these surveys 
included several significant outcomes. Older passengers 
are not as likely to use SmartGate as younger passengers. 
SmartGate successfully cleared the majority of passen-
gers and there was no difference between its acceptance 
of older and younger passengers. Older passengers and 
younger passengers had similar perceptions of SmartG-
ate’s ease of use with most of them thinking it was either 
easy or neither easy nor difficult to use.  Clearance times 
were faster for those who used SmartGate but older 
passengers took longer to be cleared by the system than 
younger passengers. Both older passengers and younger 
passengers had similar satisfaction levels and over 70% 
of both groups were either satisfied or very satisfied.

There are several possible reasons why older pas-
sengers were less likely to use SmartGate. These include 
unfamiliarity with SmartGate, greater familiarity with 
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manual procedures, unawareness of its existence or 
whether they were eligible to use it and an unwillingness 
to change. Some tactics that airports and airlines could 
use to address these could be to make greater efforts to 
educate and inform passengers of how to use SmartGate 
through mediums such as better signage, instructional 
pamphlets, announcements, and videos throughout the 
airport or on aircraft.

Possible implications for all solutions mentioned 
could include  more incentives for SmartGate usage, 
higher usage and satisfaction, greater trust towards the 
system, greater throughput, less congestion, a more se-
cure environment, higher revenue, reduced waiting 
times or shorter queues and ultimately a greater reputa-
tion for airports and system designers.
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